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1
Decision/action requested

It is requested to approve the proposal into TS 33.501.
2
References

 N/A
3
Rationale

This contribution deletes one EN in 8.6. 
Editor’s Note: It is FFS whether deriving a KSEAF is required in mobility scenarios from 4G to 5G. Since it is true that KSEAF is no longer needed after KAMF has been derived in phase 1 and the AMF can derive KAMF using received KASME from the MME as described in clause A.15, this EN can be deleted.
4
Detailed proposal
*************** Start of Change 1 ****************
8.6
Mapping of security contexts

Editor’s Note: It is FFS whether mapping of the selected NAS algorithms is needed and if yes how it is realized.


8.6.1
Mapping of a 5G security context to an EPS security context

The derivation of a mapped EPS security context from a 5G security context is done as described below:

-
The K'ASME key, taken as the KASME, shall be derived from the KAMF using the current NAS Uplink COUNT value in idle mode mobility or the NAS Downlink COUNT value in handovers as described in Annex A.14. 

-
The eKSI for the newly derived KASME key shall be defined such as the value field is taken from the ngKSI and the type field is set to indicate a mapped security context.

NOTE:
Whenever an algorithm change is required, the target MME initiates an NAS SMC to select other algorithms as described in TS 33.401 [10].
*************** End of Change 1 ****************
